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Worst Spy Loss
Felt in Navy Sub
Communication

By ROBERT C. TOTH,
Times Staff Writer

WASHINGTON—Damage done
by the alleged spy ring headed by
John A. Walker Jr. will cost “‘many
millions of dollars and a great many
man-years” to repair, Navy Secre-
tary John F. Lehman Jr. said
Tuesday in presenting the first
comprehensive assessment of the
worst espionage scandal in Navy
history.

The greatest loss was suffered in
the field of “secure,” or encoded,
Teletype and voice communica-
tions to and from submarines, said
the Navy’s top oificer, Adm. James
D. Watkins, who appeared with
Lehman at a Pentagon news con-
ference.

Manuals about those systems,
and messages carried on them,
were accessible to the Walker ring,
and the Navy assumes in its “worst
case’” analysis that all the informa-
tion was passed on to the Soviet
Union, Watkins said.

Little on Missiles

However, he said the Soviets

were given “very little informa-
tion” of lasting value -about U.S.
submarines, missiles and sensing
devices. For example, he said, there
is no indication that the Soviets can
detect U.S. missile-firing subma-
rines—a key part of the nation’s
nuclear deterrent—any better now
as a result of information they may
have received.

Watkins, who is chief of naval
operations, characterized the over-
all damage to national security as
‘“very serious . .. but not cata-
strophic” and predicted that future
developments in the case would not
significantly change this evalua-
tion.

As part of a broader security
overhaul, Lehman announced that
the Navy immediately will reduce
by 10% the number of uniformed
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and civilian personnel cleared for
access to classified information and

~will reinstate tighter rules for han-

dling such material. Currently,
about 900,000 persons have such
access.

He also called for random lie
detector tests of naval personnel to
detect spying—much like urinaly- (
sis tests that have been highly '
successful in identifying drug users
in the military. Questions would be
limited to espionage activities, he {
said. |

In a related development, De- |
fense Secretary Caspar W. Wein-
berger announced that he has or- |
dered a 10% cut in security!
clearances held by 4.3 million per-
sons in all military services and
among defense contractors. He also
ordered a special commission “to
identify . . . vulnerabilities or .
weaknesses” in Pentagon security
practices.

Weinberger’s announcement,
dated Monday, includes several!
measures also outlined Tuesday by
Lehman. However, Weinberger
did not advocate using lie detectors
in random checks.

Asks Death Penalty

Lehman, meanwhile, aiso called
for broader actions, including cuts
in the number of Soviet citizens
allowed in the United States as
diplomats and U.N. employees;
amendment of the military code of
justice to make esgpionage specifi-
cally an offense during peacetime,
and amendment of federai law to
permit the death penalty for espio-
nage.

The Navy's damage assessment
is being conducted by a 35-member
team in the Office of Naval Intelli-
gence. It has been examining all
documents and messages available
to Walker and other suspects in the
spy ring, reporting findings imme-
diately to operating fleet com- |
manders so that corrective action
can be speeded, as well as reporting
to Navy headquarters.

‘ Watkins said the Navy believes
it has established the sorts of
materials available to the Walker

group and has confidence that no
new exposes would change the
assessment” on its key points.

New Designs Planned

Communications was “the most
serious area of compromise,” he
said. adding: “Some technical de-
sign communication information
has probablv been lost.” However,
new designs are being accelerated
and equipment will be produced
quickly to replace the compromised
equipment, he said.

Information apparently given to
the Soviets was “largely operation-
alin nature” —dealing, for example,
with daily ship movements—and
decreased in value with time, he
said. But the information did “fil]
voids” in Soviet knowledge about
US. systems and activities and
confirmed U.S. tactics and proce-
dures that the Soviets observed in
exercises and maneuvers.

Using this information, the Sovi-
ets can devise better training and
countermeasure techniques to cope
with U.S. naval aircraft and surface
ship tactics, he said. In anti-subma-
rine warfare, “the Soviets know of
our ability to find and target their

" submarines, which is a real area of

potential giveaway by the Walk-
ers,” he added.

However, the Soviets also
learned that they ‘“‘must work
harder still to overcome the U.S.
technical advantage” in building
quieter and better submarines.
“We have witnessed them gaining
on us in the technical differential,
which was significant 10 years ago
bx_n has beer. shrinking. Perhaps
Walker contributed to that shrink-
age,” Watkins said.

Finally, regarding the strategic

missile-carrying submarines

of the Walker data on thes'er?(?;
subs came from the period of
1962-69. Tactics, equipment, sub-
marines and missiles have ajj
changed markedly since then, he

said, and indeed conti
0
change. ntinue to
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